
This course will cover what Cybersecurity is all about, the risks that a Mari-
time company is exposed to ashore and onboard, along with the measures 
that a company should take to protect its assets from possible cyber threats.

IMO, NIS, NIST Standards, BIMCO, TMSA, ISO27001, Law Provisions, Best 
Practices

Through this course, the participants will have the opportunity to familiarize 
themselves with the risks coming from new technology, automation, and 
digitalization, the increased number of Cyber incidents, new regulations, 
laws, and commercial Cyber requirements.    

Participants will be informed about the common types of threats and at-
tacks on Cybersecurity as well as the defense measures that Maritime Com-
panies can take to detect, prevent and defend against Cybersecurity issues.  

The objective of the course is to understand why Maritime Companies 
must take Cybersecurity measures to protect their assets and what each 
employee must do. 

The course will cover the following areas:

  Cyber Security from The Past to The Present
  Cyber Threats & Attacks
  Malware
  Cybersecurity Management
  Cyber Risk Assessment
  Corporate Mobile Device Policy
  Bring Your Own Device Policy
  Authentication & Password Policy
  Clear Screen/Clear Desk Policy
  Physical Security
  Supply Chain Policy
  Contingency Plan
  Backup Policy
  Disaster Recovery Plan
  Cybersecurity Awareness
  Cyber-Hazards & Control Measures for Vessel systems
  Cyber Incident Detection
  Cyber Incident Response
  Data Protection
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Participants will be granted a Certificate of Attendance upon completion 
of the course

The course is suitable for:

  Any employee of ship management companies, shipping companies, 
insurance brokers, P&I clubs

 On-board high ranked crew 

In-person classroom course at Margetis Maritime HQ, 67 Akti Miaouli Str., 
Piraeus

Wednesday, 24 May 2023, 10:00-17:00

Early bird 300€ + VAT (24%), until 17 May 2023
Standard price 350€ + VAT (24%)

PANAGIOTIS CHRISTIAS
Cybersecurity Director
Mathematics (B.Sc.)
IT Audit & IT Security Manager 
 
Panagiotis has 33 years’ experience in technology and IT system audit areas 
in the Banking sector. He started his career in the Technology Division at 
Alpha Bank and then he was transferred to the Audit Division and became IT 
Auditor, Head and Manager, performing and managing numerous IT Audits 
in Greece, United Kingdom, Cyprus, Bulgaria, Ukraine, North Macedonia, 
Albania, and Romania. 
On 2018 he became Chief Audit Executive (CAE) at Alpha Bank Albania, till 
2022 and during this period he was also Audit Committee Member in the 
country’s association of Banks’ board.   
Panagiotis has been assigned in the position of Cybersecurity Director of 
our newly established Cybersecurity Division. 
He earned a bachelor’s degree in mathematics from National & Kapodistrian 
University of Athens, specialized in computer science. 
He holds 3 international recognized certifications: Certified Information Sys-
tems Auditor (CISA), 
Certified Information Security Manager (CISM) and Certified Data Privacy 
Engineer (CDPSE). 
He is a member of the Information System Audit and Control Association 
(ISACA) and Internal Auditors (IIA) institutes. 
Favorite Hobby: Travelling 
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